
Cybersecurity 
Consulting 

Services



OUR SERVICES REVOLVE AROUND A HOLISTIC 
APPROACH TO CYBERSECURITY 

Cyber defense is a multi-layered and multi-faceted endeavor that is constantly 
evolving to meet new threats and risks. We consider our clients to be partners 
and strive to make each engagement a contribution to a continuous 
improvement cycle with sustainability built-in to the process.



Internal vulnerability assessment

We assess your cyber-physical space and employ various tools to expose your vulnerabilities.

Recon of your attack surface

Any sophisticated attack will begin with a full recon of your organization. We use OSINT tools and 
human intelligence gathering to develop attack vectors with high likelihood of success.

External penetration testing

Using the data from the recon we find your boundaries and attempt to exploit weaknesses in 
your technology.

Social engineering 

We attempt to exploit the human element through phishing and other means to gain access to 
systems and restricted spaces in you organization.

Risk Assessment Services with concrete deliverables that always include 
people, products and process mitigations. Glossy reports are fine but fixing is better.




Risk Management Training

Inform and instruct executives on good risk 
management practices.

Program and Framework Training

Understanding how a cybersecurity program works and 
how to incorporate the NIST Framework.

IT/OT Cybersecurity Training

Teach the technology staff good cyber hygiene and the 
procedures that surround it.

Employee Awareness

Alert employees to the threats and teach them how 
defend against attacks.

Multi-level Training Services designed to 
increase knowledge across the board



Employee 
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Cyber-physical architecture reviews and implementation services

Credentials

Locks 

Surveillance 

Access Controls
OT and IOT

Firewalls & IPS

NGAV Malware 
Protection

Patch Management 

Monitoring & SIEM

Device Management



Other Services we offer to help fill the gaps in your 
cybersecurity efforts


Threat intelligence resources

Using our deep contacts with the FBI, DHS, CISA and other industry organizations we can 
help you acquire threat intelligence and leverage their resources for incident response.

Insider threat and forensic investigations

If you have an issue with an insider we can manage a digital forensic investigation to gather 
evidence in a professional way so it can be used by law enforcement or in court.



Good outcomes begin 
with a shared vision 
and concrete goals that 
address the whole, 
rather than the  parts.



Technology

Lifecycle Management

Knowledge 

Continuous Improvement

Vision

Coordinated, Unified & 

Adaptable

Our solutions deliver Sustainability 
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Good cybersecurity 
requires creativity, 
adapta t ion , and 
Innovative thinking. 
Th i s ph i losophy 
underpins everything 
we do.

Expose inefficiencies 

Look for gaps

Question everything

Consider New 
Approaches



Our goal is strong cyber-physical security for our clients

The right person with the 
right credential is accessing 
the right physical spaces 
and information

Authentication

Identity

Access Control
Do You have an 

authentic credential

Who are you

What can You 
access

Strong Security



CONTACT
Shawn Fredrickson

shawn@graloc.com

719-271-3624
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